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SUMMARY
Here are some hyperlinks about how to identify and manage suspicious email messages
SUSPICIOUS EMAIL MESSAGES

• http://www.optimalnetworks.com/2015/09/23/identify-dangerous-malicious-email/

• https://en.softonic.com/articles/how-to-recognize-suspicious-email

• http://www.techrepublic.com/blog/10-things/10-tips-for-spotting-a-phishing-email/
SUSPICIOUS EMAIL MESSAGES (continued)

- https://blog.returnpath.com/10-tips-on-how-to-identify-a-phishing-or-spoofing-email-v2/
- https://www.us-cert.gov/report-phishing
- http://mail.security.aol.com/suspicious-emails
SUSPICIOUS EMAIL MESSAGES (continued)

• https://www.bankofamerica.com/privacy/report-suspicious-email.go

• https://www.uthsc.edu/its/information-security/phishing-spam-suspicious-emails.php

• https://support.docusign.com/en/articles/What-Should-I-Do-if-I-Receive-a-Suspicious-Email
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- https://superuser.com/questions/327224/how-can-i-safely-open-a-suspicious-email